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days. the usage of social networking is rapidly inereasing with the
. Whatever news and content in need are available on social

~ activities such as promotion, communications, agenda creation, advertisemenls,
and news creation have started to be done. Adding new friends and keeping in
contact with them and their updates has become more accessible. Researchers
have been studying these online social networks to see the impact they make on
people. Some malicious accounts are used for purposes such as misinformation
and agenda creation. Detection of malicious accounts is necessary. Machine
‘lmming algorithms can be used to detect fake accounts on social media
platforms by various mechanisms. In present days, detecting fake accounts in
social networks is a big task, and it's a significant area for researchers. This

project was proposing a method for detecting fake accounts using recurrent
- neural networks.
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